(3 sonicDICOM PACS

Integration with RadiAnt DICOM Viewer

RadiAnt DICOM Viewer offers a user-friendly interface and advanced tools for 3D
functions. You can open the selected studies/series/instance stored in
SonicDICOM PACS on RadiAnt DICOM Viewer. This makes it easier to use RadiAnt

DICOM Viewer's 3D functionality.

1.Install RadiAnt DICOM Viewer

Install RadiAnt DICOM Viewer from here:

https://www.radiantviewer.com/dicom-viewer-manual/installation.html

2.Setup DICOM Connection on RadiAnt DICOM

Viewer

1. Open RadiAnt DICOM Viewer and click “Search and download studies from

PACS locations”.

RadiAnt DICOM Viewer 2023.1 (64-bit)

2 w 6@PE = .~ A

Search and download studies from PACS locations (Cirl+F)

2. Click a cog icon.

Search and download studies from PACS locations

All modalities w | Alldates
Patient name e Enter patient name...
Study date Patient name Date of birth ~ Patient ID
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3. Enter SonicDICOM PACS's IP address, port number, AE title, and Description.

PACS configuration b4
Listener port: 11112 My AE titte: RADIANT Advanced settings
PACS locations ReEEv

IP address Port AE title Description Retrieve |

IP address Port AE title Description

192,168.10.40 104 Provider1 SonicDICOM| ‘ =
Save Cancel

You can check SonicDICOM PACS information on: Admin Settings > Server >
Connection
TIPS: The default values of SonicDICOM PACS:
® [P Address: Check individually (it is different depending on each environment)
® Port Number: 104

® AE Title: Providerl

4. Click “+".
PACS configuration b4
Listener port: 11112 My AE titte: RADIANT Advanced settings
PACS locations ReEEv
IP address Port AE title Description Retrieve |

IP address Port AE title Description
192,168.10.40 104 Provider1 SonicDICOM| @

Save Cancel
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5. Click “Save”.

[ [ PACS configuration x|
| Listener port: 11112 My AE title: RADIANT Advanced settings
PACS locations NIt ‘
IP address Port AE title Description Retrieve |
192.168.10.40 104 Provider1 SonicDICOM C-MOVE
IP address Port AE title Description
| *

L

Note: In this RadiAnt DICOM Viewer's configuration, if there are any information

that cannot be communicated, it will take a long time to open RadiAnt DICOM

Viewer. It is recommended to enter only information of SonicDICOM PACS.

3.Setup DICOM Connection on SonicDICOM

PACS

1. Open SonicDICOM PACS and access: Admin Settings > Server > Connection >

Click Add DICOM User

(® sonicDICOM PACS © Administrator =

@ Dashboard Server

Lt Statistics
General @ Auto-Delete  Recycle Bin
& share

& Admin Settings
Institution > DICOM Pravider > DICOM User

General

Name
Client © My Institution P AN |
Account
Name Port Number AE Title
Statistics
@ Provider0001 104 Provider1 P
Share
& User Settings o
Add Institution  Add DICOM Provider ( Add DICOM User
List
Viewer
Report

Modality Worklist

Profile

F See Starter Guide
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2. Enter RadiAnt DICOM Viewer’s information and click “Add”.

Add DICOM User X
Institution *
My Institution Select Institution and v
DICOM Provider
DICOM Provider* \_
[ Provider0001 v :
Name*

Enter any name to identify the config: RADIANT

IP Address™

Enter the IP Address of the device RadiAnt is installed

Port Number*

Enter the Port Number of RadiAnt: 11112 (default)

AE Title*

Enter the AE Title of RadiAnt: RADIANT (default)

Cancel @

4. Turn off the firewall for the port used by

SonicDICOM PACS

1. Open Windows start menu and enter “settings” in the search bar.
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€ m Apps Documents ~ Web  Settings People Folders Photos B K

Best match

Settings

(R > i
Apps
©! Camera
Settings
i) Sound settings
Display settings
Windows Update settings
Mouse settings
Search the web
£ settings menu
settings display

settings

2. Click “Privacy & security” then click “Windows Security”.

€ Settings

Find a setting

System
Bluetooth & devices
Network & intemet

Personalization

BE N 40 B

Apps

Accounts

Q

Time & language
) Gaming
T Accessibility

J Privacy & security

@ Windows Update

O

Settings

App

Unpin from Start

Pin to taskbar

Privacy & security

Security

Windows Security
Antivirus, browser, firewal|, and netwark protection for your device

3, Find my device

Track your dewice if you think you've lost i

m :n‘r developers

ttings are Intended for development use only

Windows permissions

General

B rde

producti

Speech

sach recagnition for dictation and ather voice-basac

Inking & typing persanalization
Custom dictionary, words in your dictionary

5/ 15



SonicDICOM PACS

3. Click “Firewall & network protection”.

& Settings

Find a setting

=+ > Windows Security

Windows Security is your home to view and manage the security and
health of your device.

B System

e Bluetooth & devices
@ Network & internet
/ Personalization

B Apps

: Accounts

b Time & language

€9 Gaming

K Accessibility

Privacy & security

e Windows Update

Open Windows Security

Protection areas

G Virus & threat protection
No actions needed.

Q Account protection
No actions needed.

Firewall & network protection
No actions needed.

App & browser control
No actions needed

Device security
Actions recommended

Reports on the health of your device.

@ Device performance & health
1523

Family options

4. Click “Advanced settings”.

Windows Security

«

&) Home

) Virus & threat protection

& Account protection

B App & browser control

O Device security

@ Device performance & health
& Family options
E]

Protection history

&3 Settings

) Firewall & network protection
Wha and what can access your networks. Have a question?

Get help

B Domain network
Firewall is on. Who's protecting me?

Manage providers

2% Private network (active) . . 5
) Help improve Windows Security
Firewall is on, )
Give us feedback

& Public network

Change your privacy settings

Firewall is on View and change privacy settings
for your Windows 11 Pro for
Workstations device.

Allew an app thraugh firewall Privacy settings

Priv: dashboard
Network and Internet troubleshooter Fivacy dashboar

Privacy Statement
Firewall notification settings
Advanced settings

Restore firewalls to default
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5. In “Windows Defender Firewall with Advanced Security”, click “Inbound Rules”

and click “New Rules”.

@ Wincows Defender n arit =
File Adion View Heip
e 2@ > BE
g il o Actons
- Name Group Profie  Enabled  Action -
B Connection Security Rules || @ AnyDesk Domain  Yes Aiow M1 g3 NewRule— )
. Montoring @ oo Doraia; e Alow ]| ™ Fiter by Profle »
© nyesk Private  Yes Alow
i ol e Now || 7 Fitecbystate »
@ Anyesk Pivate  Ves Niow || Filter by Group »
@ AnyDesk Domain Ve Alow View »
@ nyDesk Pivate  Yes Alow
- pidon - N || @ pebon
@ BUFFALD RakuRokuUpdate Pivate  Ves Niow |3 ©porttist.
© BUFFALO RakuRskuUpdate Pvate Ve Alow Hep
(5 Ginema 4D Team Render Client Pivate Ve Block
) Ginema 4D Team Render Client Pivate Ve Block =
1 Firefox (C\Program Files\Mozila Firefox) Private  Ves Alow # Disable Rule
@ Frefox (CProgram Fikes\Moala Firefox) Private  Ves Alow £
Ohitp Al Yes Allow. N
@ Microsoft Office Outlook Private  Yes Alow Copy
€5 Nodejs: Server-side JavaScript Private  Yes Block || 3 Delete
0 Nodejs: Server-side JavaScript Private  Ves Aiow || properties
) Nodejs Server-side JavaScript Rule Ve L T
@ Nodejs: Server-side Javascript Private Vs Niow
© Nodejs: Server-side JavaScipt Pivate  Ves Alow
s Private  Yes Block
Private  Yos Alow
) Nodejs Server-side JavaScript bl Yes Block
0 Radiant DICOM Viewer (64-bit) Private  Ves Allow
18 SonicDICOM Connector Innstall A Yes Alow
@ Teamviewer Remote Control Application Pvate  Yes Alow
@ Tesmviener Remote Control Application Private  Ves Alow
© Toamviewer Remote Control Application Pblc Vs Alow
@ Teamviewer Remote Control Application blc Yes Alow
@ Teamviewer Remote Control Service Private  Yes Alow
@ Teormviewsr Remote Control Service Rublic  Ves Alow

6. In “New Inbound Rule Wizard”, Click “Port” and click “Next”.

Y

# New Inbound Rule Wizard X
Rule Type
Select the type of firewall rule to create.
Steps:
& Rule Type What type of rule would you like to create?
@ Protocol and Ports
@ Action O )
y Rule that controls connections for a proeram.
@ Profile
o i O Port }
Rule that controls connections for a TGP or UDP port.
© Predefined:

@4systemrooti¥system32¥provsve.di.-202
Rule that controls connections for a Windows experience.

©) Custom |
Custom rule.

Cancel

Back
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7. Select “TCP” and “Specific local ports”. Enter the port number used for DICOM

communication in SonicDICOM PACS and click “Next”.

| P New Inbound Rule Wizard X

Protocoland Ports
Speaily the protocols and ports to which this rule apples.
Steps:

@ Rule Type Does this rule apply to TGP or LDP?
@ Protocol and Ports
@ Action

@ Profile
@ Name Does this rule apply to all local ports or specific local ports?
Al local ports

© Soecific local ports: 104
Example: 80, 443, 5000-5010

< Back Next > Cancel

8. Select “Allow the connection” and click “Next”.

| @ New Inbound Rule Wizard X

Action

Specify the action to be taken when a connection matches the condttions specified in the rule.

Steps:

Rule Type

Protocol and Ports
© Allow the connection
Action s mcludes connections that are protected with IPsec as well as those are not

3 ) Allow the connection if it is secure
@ Name This includes only connections that have been authenticated by using IPsec
Connections will be secured using the settings in IPsec properties and rules in the
Connection Security Rule node.

‘What action should be taken when a connection matches the specified conditions?

.

I3

[

) Block the connection

L - Cereal
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9. Check “Domain” “Private” “Public” and click “Next”.

| ﬂ New Inbound Rule Wizard
; Profile
| Specify the profiles for which this rule applies.

Steps:
|

@ Rule Type ‘When does this rule apply?
| y

@ Protocol and Ports

@ Action & Domain

) Applies when a computer is connected to its corporate domain.

@ Profile

@ Name 8 Private

Applies when a computer is connected to a private network location, such as a
home or work place.

@ Public
Applies when a computer is connected to a public network location.

< Back Cancel

10. Enter the name of the rule as “SonicDICOM PACS"” and click “Finish”.

| @ New Inbound Rule Wizard

; Name

| Specify the name and description of this rule.

[ Steps:
|

| @ Rule Type

Protocol and Ports

.

@ Action

Name:
SonicDICOM PACS|

@ Profile
-

Name

Description {optional):

< Back Cancel
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5.Add RadiAnt button on the toolbar

1. Access: User Settings > List/Viewer > Toolbar > Add item to Toolbar.

@) sonicDICOM PACS © Administrator ~

. IS LICEISE 11as EXIauOT
@ Dashboard - License Expiration:
- Support Expiration:

BContact || SActivation
& share
& Admin Settings General  Search  Share

L4 Statistics

General
Server Left  Right
Client
! Name Description
Account
= v ORefresh  Reload Study List
Statistics = fetres eloa LS
Share = v QSearch  Advanced Search dialog will appear
& User Settings = | D Clear Clear Study List

= | B POF Browse Report of selected Study as PDF file

Viewer = » [FDRadiAnt Open the study in RadiAnt DICOM Viewer
Report ‘

Modality Worklist Add Item to Toolbar

Profile

2. In dialog “Add Item to Toolbar”, select “RadiAnt” from the select menu “Name”,

enter required information and click “Add” button.

Add Item to Toolbar

Type
O Feature Falder Divider

Name*

& Add

@ RadiAnt
& Auto-Refresh
"D Clear
csv

il Delete
& Edit

& Export
& Forward
& Import
P Note

B POF
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3. In List/Viewer page, the RadiAnt button is displayed in the toolbar.

SonicDICOM PACS

ls ] L
Q < D =4 =]
Search Refresh Clear RadiAnt Viewer Report
Quick Search: ID hd n oD 1D 1w

RadiAnt

MR

Gipsz Jakab

6. Open selected study/series/instance on

RadiAnt DICOM Viewer

6.1 Open from List page

1. In List page, select one study or multiple studies.

SonicDICOM PACS © Administrator ~
Q <O ) =i B & & [} £ L2 o 4o r
search  Refresh Clear RadiAnt Viewer  Report Add Edit Delete  Export  Import  Forward  Share Note
Quick Search: 1D - n Al oD 1D  1W
[0 Shared * Report ID Name Study Date ~ Modal... © Body Parts Desc
ke 2003 Gipsz Jakab 2013/03/08 14:15:16 MR C-SPI
i 3001 Folana 2011/11/12 084456 CT
v 0001 Aam Aadmi 2006/08/17 11:4545 CR SKULL
w 0002 Filan Fisteku 2006/08/04 14:02:30 CR CHEST
o 0003 Fulano de Tal 2003/02/01 09:25:32  CR CHEST NECK
ww 2001 Si Polan 1989/02/03 09:26:18 MR KNEE

Number of Studies: 10 Displayed: 6 Selected: 1 Study Data: 226.09 GB / 237.13 GB ML LRSI Felitel
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2. Click RadiAnt button on the toolbar.

SonicDICOM PACS © Administrator ~
Q o D, B = B B & 4 [} & & o O [ ]
Search Refresh Clear I RadiAnt Viewer Report [ Add Edit Delete Export Import Forward Share Note
Quick Search: ID v n Al  OD 1D  1W
O sShared © Report ID Name Study Date v Modal... © Body Parts Desc

v © 2003 Gipsz Jakab 2013/03/08 14:15:16 MR C-SPI
w © O 3001 Folana 2011/11/12 08:44:56  CT
w © 0O 0001 Aam Aadmi 2006/08/17 11:45:45  CR SKULL
w © O 0002 Filan Fisteku 2006/08/04 14:02:30  CR CHEST
w © O 0003 Fulano de Tal 2003/02/01 09:25:32  CR CHEST NECK
w © O

2001 Si Polan 1989/02/03 09:26:18 MR KNEE

Number of Studies: 10 Displayed: 6 Selected: 1 Study Data: 226.09 GB / 237.13 GB [ RS Els CIdelife [

3. A pop-up message will appear.
On Google Chrome: Check "Always allow http://localhost/ to open links of this
type in the associated app". And click “Open RadiAnt DICOM Viewer (64 bit)”. A

pop-up message will not appear next time.

Open RadiAnt DICOM Viewer (64-bit)?

http://localhost wants to open this application.

Always allow http://localhost to open links of this type in the associated app

@d iAnt DICOM Viewer (64-bit)

If a pop-up message doesn’t appear, set the HTTPS by following the step: Enable

HTTPS for On-premises PACS
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On Mozilla Firefox: Check "Always allow http://localhost/viewer/#/list to open

RadiAnt links". And click "Open Link". A pop-up message will not appear next time.

Allow this site to open the radiant link with RadiAnt DICOM Viewer
(64-bit)?

Choose a different application.

Always allow http://localhost to open radiant links I
Cancel

4. RadiAnt DICOM Viewer will be opened and show the selected study.

208 142516 “T2W TSE $AG - Radiant DIZD 20231 (64-bit)

x
=
.

1042706/

2013/03/08 14:15:18

Jmm L: 21.8mm*

6.2 Open from Viewer page

1. In Viewer page, select a series. The selected series will be marked red square.
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.‘

\ RadiAnt

MR
Gipsz Jakab v

2013/03/08 14:15:16
C-SPINE

Cervical *T2WTS...

Cervical *TIW M...

AL

of See Starter Guide

2. Click the RadiAnt button on the toolbar.

RadiAnt

3. A pop-up message will appear.
On Google Chrome: Check "Always allow http://localhost/ to open links of this
type in the associated app". And click “Open RadiAnt DICOM Viewer (64 bit)”. A

pop-up message will not appear next time.

Open RadiAnt DICOM Viewer (64-bit)?

http://localhost wants to open this application

Always allow http://localhost to open links of this type in the associated app

Open RadiAnt DICOM Viewer (64-bit)
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If a pop-up message doesn’t appear, set the HTTPS by following the step: Enable

HTTPS for On-premises PACS

On Mozilla Firefox: Check "Always allow http://localhost/viewer/#/list to open

RadiAnt links". And click "Open Link". A pop-up message will not appear next time.

Allow this site to open the radiant link with RadiAnt DICOM Viewer
(64-bit)?

Choose a different application.

Always allow http://localhost to open radiant links I
Cancel

4. RadiAnt DICOM Viewer will be opened and show the selected series.

[¥3 Gipsz Jakab (70y) - 2013/03/08 14:15:16 - Cervical *T1W MST TRA - RadiAnt DICOM Viewer 2023.1 (64-bit) = a X

A

5 [D]

: -20.3mm*
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